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Data Service Connector would require the 
following:
• URL to BridgeWorks SaaS Connector
• DSCXValue
• Username and Password
• Database Type

InterSystems IRIS, InterSystems Cache, 
Rocket Universe and Microsoft SQL will 
be supported

VDM receives results from Data Service Connector via TLS/443, processes data and renders report
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